RISK ASSESSMENT
Comprehensive assessment of your security program.
Services include:

**Vulnerability Assessment** (Network, Web, and Third Party)
- Scan of selected systems performed
- Validation of remediation available

**Penetration Testing** (System and Network)
- Assess the security of the Enterprise Infrastructure by methodically evaluating known and unknown system and service vulnerabilities
- Performed on single system or across the Enterprise
- Onsite or via remote, unfiltered VPN access

**Physical Security Assessment**
- Identify physical risks or vulnerabilities
- In-person, on-site assessment

**Social Engineering Assessment and Consultation**
- Uses weaknesses in human nature to access company information, to gain access to physical facilities, or Enterprise Infrastructure
- Accomplished through phishing, vishing, impersonation, and exploitation of physical vulnerabilities
- Phishing Simulation Tool to launch campaign against an organization
- Customizable report analytics
- Onsite or offsite via email or phone/mobile access

SECURITY AWARENESS TRAINING
Automated Managed Services
- Covers the cybersecurity training topics required by the U.S. government (NIST), plus PCI, GDPR, HIPAA
- Multiple modalities, themes, and feature options to support best practices for driving awareness
- High production quality, gamification, simulation, and adaptive learning experiences

Develop a security-minded culture and ensure enterprise assets are protected by the critically important ‘human firewall’.

STRATEGIC SECURITY PLANNING
Mitigate, transfer, accept, or avoid information risk related to people, processes, and technology by developing a Strategic Security Plan. Ensure adequate protection of confidentiality, integrity, and availability of information.

- Standards, Policies, Procedures Review and Gap Analysis (based on regulatory compliance)
- Advise on security best practices and required regulatory controls including: HIPAA, NIST, PCI-DSS, FAA, DoD (FISMA/RM)
- Security Architecture Design
- Security Engineering Support
- Network Integration (strategic partnerships)

INCIDENT RESPONSE PLANNING AND ASSESSMENT
Ensure an organized approach to addressing and managing cyber incidents. Minimize damage and reduce recovery time and associated costs.

- Development of Incident Response plan
- Assessment of the environment and remediation
- Recommendations to reduce risk and minimize potential for cyber incidents

SECURITY PRODUCT TESTING AND EVALUATION
Examination and analysis of the safeguards required to protect an information system, as they have been applied in an operational environment, to determine the security posture of the system.

THIRD PARTY OVERSIGHT AND LETTERS OF ATTESTATION
Assess risks and vulnerabilities associated with data security, compliance, contingency management, reputation and the overall business of a third party. Validity assessment and written certification (attestation) available.

PHISHING SIMULATOR INCLUDED
Phishing Real®
"a phish a day keeps the hackers away"
CONTACT US
1722 Corporate Xing Ste 1
O Fallon, IL 62269-3744
Phone: 855-477-SHLD (7453)
Email: TGSCYBER@TECHGUARD.COM
Web: WWW.TECHGUARD.COM

FOLLOW US
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WE ARE TRUSTED. WE ARE PROVEN. WE ARE SECURITY

SPEAK TO A CYBERSECURITY SPECIALIST 855-477-SHLD (7453)